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1) Типы подключения сетевых адаптеров в VirtualBox:
a. NAT – простейшая настройка, при которой гостевая машина находится за виртуальным шлюзом
b. Сетевой мост – гостевая машина подключена к сетевому адаптеру хостовой машины
c. Внутренняя сеть – гостевые машины подключены к виртуальному коммутатору
d. Виртуальный адаптер хоста – сетевой адаптер гостевой машины подключен к специальному сетевому адаптеру хостовой машины
2) Смена образов между машинами равносильна смена жестких дисков у реальных компьютеров.
3) Снимки виртуальных машин позволяют сохранить определенное состояние виртуальной машины и "откатиться" к нему в случае необходимости. Таким образом, возможно свободно экспериментировать с виртуальной вычислительной средой. Если, что то пойдет не так как (например, после установки сбойного программного обеспечения или заражения гостевой системы), возможно легко переключиться обратно на созданный ранее снимок и избежать частого применения процедур создания резервных копий и восстановления из них.
4) Для запрета доступа через определенный сетевой интерфейс к ресурсам используемого компьютера необходимо использовать брандмауэр.
5) Для определения DNS-серверов компьютера необходимо выполнить команду ipconfig /all. На экране среди прочих настроек будут отображены настройки DNS-серверов.
6) С помощью команды net use можно подключить сетевую папку с другого компьютера в сети Microsoft к локальному компьютеру в виде диска и работать с ним как с реальным диском. Для того, чтобы подключить на хуй локальный диск R: папку TEST на компьютере SRV нужно выполнить следующую команду: net use r: \\srv\test
7) С помощью утилиты ping  можно проверить соединение в сетях на основе TCP/IP. Утилита отправляет запросы (ICMP Echo-Request) протокола ICMP указанному узлу сети и фиксирует поступающие ответы (ICMP Echo-Reply). Время между отправкой запроса и получением ответа (RTT) позволяет определять двусторонние задержки (RTT) по маршруту и частоту потери пакетов, то есть косвенно определять загруженность на каналах передачи данных и промежуточных устройствах.
8) Windows:

a. Настройка с DHCP: 
netsh interface ip set address name = “LAN” source = dhcp 
netsh interface ip set dns name = “LAN” source = dhcp

b. Настройка статически: 
netsh interface ip set address name = “LAN” source=static addr=192.168.0.2 mask=255.255.255.0 gateway=192.168.0.1
netsh interface ip set dns name = “LAN” source=static addr=192.168.0.1

9) Linux:
a. Настройка с DHCP:
#!/bin/bash
dhclient eth0

b. Настройка статически: 
#!/bin/bash
ifconfig eth0 inet 192.168.0.2 netmask 255.255.255.0
route add -net 0/0 gw 192.168.0.1

echo “nameserver 192.168.0.1” > /etc/resolv.conf
